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‘‘(B) small business concerns owned and 

controlled by veterans; 
‘‘(C) small business concerns owned and 

controlled by service-disabled veterans; 
‘‘(D) qualified HUBZone small business 

concerns; 
‘‘(E) small business concerns owned and 

controlled by socially and economically dis-
advantaged individuals; 

‘‘(F) women-owned small business con-
cerns; 

‘‘(G) historically Black colleges and uni-
versities; and 

‘‘(H) minority institutions of higher edu-
cation; 

‘‘(2) describes the type of assistance pro-
vided by mentor firms to protégé firms; 

‘‘(3) identifies contracts within the Depart-
ment in which a mentor firm serving as the 
prime contractor provided subcontracts to a 
protégé firm under the Program; and 

‘‘(4) assesses the degree to which there has 
been— 

‘‘(A) an increase in the technical capabili-
ties of protégé firms; and 

‘‘(B) an increase in the quantity and esti-
mated value of prime contract and sub-
contract awards to protégé firms for the pe-
riod covered by the report. 

‘‘(g) DEFINITIONS.—In this section: 
‘‘(1) HISTORICALLY BLACK COLLEGE OR UNI-

VERSITY.—The term ‘historically Black col-
lege or university’ means any of the histori-
cally Black colleges and universities referred 
to in section 2323 of title 10, United States 
Code, as in effect on March 1, 2018. 

‘‘(2) MENTOR FIRM.—The term ‘mentor 
firm’ means a for-profit business concern 
that is not a small business concern that— 

‘‘(A) has the ability to assist and commits 
to assisting a protégé to compete for Federal 
prime contracts and subcontracts; and 

‘‘(B) satisfies any other requirements im-
posed by the Secretary. 

‘‘(3) MINORITY INSTITUTION OF HIGHER EDU-
CATION.—The term ‘minority institution of 
higher education’ means an institution of 
higher education with a student body that 
reflects the composition specified in section 
312(b) of the Higher Education Act of 1965 (20 
U.S.C. 1058(b)). 

‘‘(4) PROTÉGÉ FIRM.—The term ‘protégé 
firm’ means a small business concern, a his-
torically Black college or university, or a 
minority institution of higher education 
that— 

‘‘(A) is eligible to enter into a prime con-
tract or subcontract with the Department; 
and 

‘‘(B) satisfies any other requirements im-
posed by the Secretary. 

‘‘(5) SMALL BUSINESS ACT DEFINITIONS.—The 
terms ‘small business concern’, ‘small busi-
ness concern owned and controlled by vet-
erans’, ‘small business concern owned and 
controlled by service-disabled veterans’, 
‘qualified HUBZone small business concern’, 
and ‘small business concern owned and con-
trolled by women’ have the meaning given 
such terms, respectively, under section 3 of 
the Small Business Act (15 U.S.C. 632). The 
term ‘small business concern owned and con-
trolled by socially and economically dis-
advantaged individuals’ has the meaning 
given such term in section 8(d)(3)(C) of the 
Small Business Act (15 U.S.C. 637(d)(3)(C)).’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of the Homeland Se-
curity Act of 2002 is amended by inserting 
after the item relating to section 890A the 
following new item: 
‘‘Sec. 890B. Mentor-protégé program.’’. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Michigan (Ms. SLOTKIN) and the gen-
tleman from Louisiana (Mr. HIGGINS) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Michigan. 

GENERAL LEAVE 
Ms. SLOTKIN. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days to revise 
and extend their remarks and to in-
clude extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from Michigan? 

There was no objection. 
Ms. SLOTKIN. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I rise today in strong 

support of H.R. 4727, the Department of 
Homeland Security Mentor-Protege 
Program Act of 2019. 

Since the very earliest days of the 
Department of Homeland Security, it 
has operated a mentor-protege program 
to encourage large businesses to help 
small businesses build their capacity to 
compete for government contracts. 
However, this important program was 
never codified into law. H.R. 4727 not 
only authorizes the existing program 
but improves it. 

Small businesses, including women-, 
veteran-, and minority-owned firms, 
are the backbone of our economy, but 
far too often, complex Federal con-
tracting requirements shut them out of 
the Federal marketplace. 

Building and sustaining a reliable 
pool of small business vendors is crit-
ical to ensuring that DHS and its ever- 
evolving contracting needs are met and 
that America’s security is enhanced. 
H.R. 4727 seeks to build and sustain 
this pool by incentivizing large busi-
nesses to provide technical, manage-
rial, financial assistance, and subcon-
tracting opportunities to small busi-
nesses. This bill requires participating 
businesses to commit to a mentor-pro-
tege relationship for 3 years to help es-
tablish long-term relationships be-
tween large and small contractors. 

Additionally, to ensure that Congress 
can monitor the effectiveness of the 
program in an ongoing way, it requires 
DHS to annually report on program 
participation and the benefits con-
ferred upon small businesses. 

Enactment of H.R. 4727 will ensure 
the continued and lasting success of 
the mentor-protege program, a vital 
small business program. 

Mr. Speaker, I urge my colleagues to 
pass this commonsense legislation, and 
I reserve the balance of my time. 

Mr. HIGGINS of Louisiana. Mr. 
Speaker, I yield myself such time as I 
may consume. 

Mr. Speaker, I rise in support of H.R. 
4727, the Department of Homeland Se-
curity Mentor-Protege Program Act of 
2019. 

The Department of Homeland Secu-
rity has an important mission to pro-
tect this Nation, but they cannot do it 
on their own. For many functions, DHS 
relies on contractors to get the job 
done. 

H.R. 4727 would expand the con-
tractor pool that DHS relies on by cre-

ating a mentor-protege program to 
help small businesses grow their tech-
nical capabilities. 

b 1630 

I support the legislation and the cre-
ation of this program at DHS, modeled 
after a similar one at the Department 
of Defense. Under the program, larger 
contractors would develop agreements 
with smaller firms to provide assist-
ance and to potentially involve the 
smaller firm in DHS contracts at a sub-
contractor level. 

To provide transparency into this 
program, the Office of Small and Dis-
advantaged Business Utilization will 
report annually to Congress. This will 
allow us to evaluate the benefit of this 
program and its progress in developing 
the contractor base. 

I would like to thank Representative 
MCEACHIN for introducing H.R. 4727 and 
for his work to grow the capability of 
small businesses that contract for the 
DHS. 

In closing, Mr. Speaker, I do urge the 
adoption of the bill, and I yield back 
the balance of my time. 

Ms. SLOTKIN. Mr. Speaker, formally 
authorizing the Department of Home-
land Security’s mentor-protege pro-
gram will ensure the continued success 
of this important small business pro-
gram. 

DHS is to be commended in its ear-
liest days for setting this program up. 

I thank the gentleman from Virginia 
(Mr. MCEACHIN) for introducing this 
bill to help grow partnerships between 
small businesses and DHS. 

Mr. Speaker, I urge my colleagues to 
support H.R. 4727, and I yield back the 
balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from Michigan (Ms. 
SLOTKIN) that the House suspend the 
rules and pass the bill, H.R. 4727. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill was 
passed. 

A motion to reconsider was laid on 
the table. 

f 

EMERGING TRANSPORTATION 
SECURITY THREATS ACT OF 2019 

Ms. SLOTKIN. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 3318) to require the Transpor-
tation Security Administration to es-
tablish a task force to conduct an anal-
ysis of emerging and potential future 
threats to transportation security, and 
for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 3318 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Emerging 
Transportation Security Threats Act of 2019’’. 
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SEC. 2. EMERGING AND FUTURE THREATS TASK 

FORCE. 
(a) IN GENERAL.—Not later than 90 days after 

the date of the enactment of this Act, the Ad-
ministrator of the Transportation Security Ad-
ministration, in consultation with the Director 
of National Intelligence and the intelligence 
community (as such term is defined in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 3003(4))) and the heads of other Federal 
agencies, as determined appropriate by the Ad-
ministrator, shall establish a task force to con-
duct an analysis of emerging and potential fu-
ture threats to transportation security. 

(b) MEMBERSHIP.—The task force established 
under subsection (a) shall be comprised of em-
ployees of the Department of Homeland Security 
who, in carrying out the analysis required 
under such subsection, shall consult with the 
Director of National Intelligence and the intel-
ligence community and the heads of Federal 
agencies, as determined appropriate by the Ad-
ministrator. 

(c) DEADLINE.—Not later than 270 days after 
the Administrator establishes the task force 
under subsection (a), the task force shall submit 
to the Administrator the analysis required under 
such subsection. 

(d) ELEMENTS.—The analysis required under 
subsection (a) shall include emerging and poten-
tial future threats posed by the following: 

(1) Evolving tactics by terrorist organizations 
that may pose a catastrophic risk to an aviation 
or surface transportation entity. 

(2) Explosive and explosive devices or attacks 
involving the use of explosives that may cause 
catastrophic damage to an aviation or surface 
transportation system. 

(3) Chemical or biological agents being re-
leased in either aviation or surface transpor-
tation systems. 

(4) Cyberthreat actors seeking to undermine 
confidence in transportation systems or cause 
service disruptions that jeopardize transpor-
tation security. 

(5) Unmanned aerial systems with the capa-
bility of inflicting harm on transportation tar-
gets. 

(6) Individuals or groups seeking to attack 
soft targets, public areas, or crowded spaces of 
transportation systems, including attacks 
against Transportation Security Administration 
employees and other security personnel. 

(7) Foreign actors seeking to exploit 
vulnerabilities posed by the inconsistent or in-
adequate security screening protocols at last 
point of departure airports with direct flights to 
the United States. 

(8) Information sharing challenges within the 
Federal Government and among partner govern-
ments. 

(9) Information sharing challenges between 
the Administration or other relevant Federal 
agencies and transportation stakeholders, in-
cluding air carriers, airport operators, surface 
transportation operators, and State and local 
law enforcement. 

(10) Growth in passenger volume in both the 
aviation and surface transportation sectors. 

(e) MITIGATION.—Not later than 120 days after 
the completion of the analysis required under 
subsection (a), the Administrator of the Trans-
portation Security Administration shall develop, 
as appropriate, a threat mitigation strategy for 
each of the threats examined in such analysis, 
and— 

(1) assign appropriate resources of the Admin-
istration to address such threats, based on cal-
culated risk; or 

(2) provide recommendations through the De-
partment of Homeland Security to the appro-
priate Federal department or agency responsible 
for addressing such threats. 

(f) STAKEHOLDER ENGAGEMENT.—When car-
rying out the analysis required under subsection 
(a), the Administrator of the Transportation Se-
curity Administration shall engage transpor-
tation stakeholders referred to in subsection 

(b)(9) and account for security concerns of 
transportation operators by— 

(1) convening not fewer than three industry 
day events for such transportation stakeholders 
to hear from relevant public and private sector 
security partners and provide feedback on 
threats such transportation stakeholders iden-
tify as emerging; 

(2) developing strategies to solicit feedback on 
a consistent basis from such transportation 
stakeholders across all modes of transportation 
and providing consistent responses to stake-
holder concerns; 

(3) improving the quality, timeliness, and rel-
evancy of information sharing products dissemi-
nated by the Administration to such transpor-
tation stakeholders, including classified infor-
mation sharing products; 

(4) coordinating security incident response 
and communications drills, including tabletop 
exercises, to improve incident preparedness and 
response capabilities across transportation 
modes and among transportation systems; 

(5) encouraging regular communication be-
tween Federal Security Directors, Field Intel-
ligence Officers, Federal Air Marshal Special 
Agents in Charge, and such transportation 
stakeholders; 

(6) establishing regular opportunities for sen-
ior Administration leadership to engage with 
such transportation stakeholders regarding 
changes in the threat environment and how the 
Administration can offer security support to ad-
dress such changes; and 

(7) briefing the Aviation Security Advisory 
Committee and the Surface Transportation Se-
curity Advisory Committee on the efforts of the 
task force established pursuant to subsection 
(a). 

(g) BRIEFING TO CONGRESS.—The Adminis-
trator of the Transportation Security Adminis-
tration shall brief the Committee on Homeland 
Security of the House of Representatives and 
the Committee on Commerce, Science, and 
Transportation of the Senate on the results of 
the analysis required under subsection (a) and 
relevant mitigation strategies developed in ac-
cordance with subsection (c). 

(h) NON-APPLICABILITY OF FACA AND PRA.— 
The Federal Advisory Committee Act (5 U.S.C. 
App.) and the Paperwork Reduction Act (44 
U.S.C. 3501 et seq.) shall not apply to the task 
force established under subsection (a). 
SEC. 3. COMPTROLLER GENERAL STUDY. 

(a) IN GENERAL.—Not later than one year 
after the date of the enactment of this Act, the 
Comptroller General of the United States shall 
conduct a review of the feasibility, risks, costs, 
and potential threat mitigation benefits of the 
Transportation Security Administration deploy-
ing the agency’s passenger and property screen-
ing assets to conduct screening in areas or fa-
cilities prior to passenger arrival at airport ter-
minals. 

(b) STAKEHOLDER ENGAGEMENT.—In con-
ducting the review required under subsection 
(a), the Comptroller General of the United 
States shall consult with the Transportation Se-
curity Administration, airport operators, air 
carriers, businesses that operate in airports, 
labor groups representing the Transportation 
Security Administration and transportation sec-
tor personnel, and other stakeholders. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Michigan (Ms. SLOTKIN) and the gen-
tleman from Louisiana (Mr. HIGGINS) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Michigan. 

GENERAL LEAVE 

Ms. SLOTKIN. Mr. Speaker, I ask 
unanimous consent that all Members 
may have 5 legislative days to revise 
and extend their remarks and to in-

clude extraneous material on this 
measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from Michigan? 

There was no objection. 
Ms. SLOTKIN. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, I rise today to support 

H.R. 3318, the Emerging Transportation 
Security Threats Act of 2019. 

Millions of people travel every day 
and rely on a secure transportation 
system to get them to their destina-
tion safely. Terrorists and other nefar-
ious actors are constantly looking for 
new ways to attack and disrupt our Na-
tion’s transportation systems. All it 
takes is one successful attack for the 
public to lose confidence in the system 
as a whole. 

We must ensure that our security 
systems remain one step ahead of ne-
farious actors and that all entities re-
sponsible for transportation security 
are collaborating and sharing informa-
tion in an effective manner to help pre-
vent an attack. This bill is a good step 
in this direction. 

Importantly, it requires the TSA, in 
consultation with the intelligence 
community and other relevant Federal 
agencies, to establish a task force to 
analyze emerging and future threats to 
transportation security. Having indi-
viduals from across the Federal Gov-
ernment work together to assess 
emerging threats will help promote 
collaboration and efficiency across the 
agencies. 

After the analysis is complete, H.R. 
3318 requires TSA to develop a threat 
mitigation strategy for each threat the 
task force identifies. These mitigation 
strategies will be important tools for 
TSA as they consider how best to pre-
vent potential threats from occurring. 

Finally, the bill requires the Govern-
ment Accountability Office to conduct 
a review to determine the costs and 
benefits of conducting screening prior 
to passenger arrival at an airport ter-
minal. 

Mr. Speaker, we must do all that we 
can to prevent an attack on our trans-
portation systems. This bill promotes 
collaboration to put our security agen-
cies in a better position to identify and 
mitigate threats. 

Mr. Speaker, I urge my House col-
leagues to support this legislation, and 
I reserve the balance of my time. 

Mr. HIGGINS of Louisiana. Mr. 
Speaker, I yield myself such time as I 
may consume. 

Mr. Speaker, I rise today in support 
of H.R. 3318, the Emerging Transpor-
tation Security Threats Act of 2019, 
sponsored by my good friend and col-
league, the gentleman from Pennsyl-
vania (Mr. JOYCE). 

This legislation establishes a task 
force aimed at improving the security 
of the traveling public by bringing to-
gether relevant Federal authorities and 
transportation security stakeholders. 

The task force established by this 
legislation will look at emerging and 
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potential future threats to transpor-
tation security from a number of 
threat vectors, including 
cybersecurity, explosives, public area 
security, and evolving terrorist at-
tacks. 

This bill also directs the Adminis-
trator of the TSA to develop relevant 
threat mitigation plans in close coordi-
nation with transportation security 
stakeholders and appropriate Federal 
agencies. 

Mr. Speaker, I thank the gentleman 
from Pennsylvania for his leadership 
on this issue. 

Mr. Speaker, I urge my colleagues to 
support this bill, and I reserve the bal-
ance of my time. 

Ms. SLOTKIN. Mr. Speaker, I have 
no more speakers, and I am prepared to 
close after the gentleman from Lou-
isiana closes. 

Mr. HIGGINS of Louisiana. Mr. 
Speaker, I yield 3 minutes to the gen-
tleman from Pennsylvania (Mr. JOYCE). 

Mr. JOYCE of Pennsylvania. Mr. 
Speaker, I rise today in support of my 
bill, H.R. 3318, the Emerging Transpor-
tation Security Threats Act of 2019. 
This legislation will ensure that Home-
land Security is forward-looking in re-
gard to threats facing America’s trans-
portation systems. 

My district, Pennsylvania’s 13th, is 
home to the Flight 93 National Memo-
rial in Somerset County, which serves 
as a stark reminder of the heroism of 
ordinary Americans and why, as a Con-
gress, we must act to protect our Na-
tion against threats to the homeland. 

Oftentimes, the Transportation Secu-
rity Administration faces criticism 
from Congress, stakeholders, and the 
traveling public that the agency is too 
reactionary to evolving threats and not 
proactive enough in mitigating emerg-
ing threats to transportation. 

H.R. 3318 seeks to improve collabora-
tion among the TSA, the intelligence 
community, other Federal agencies, 
and transportation security stake-
holders by creating a task force to con-
duct an analysis of emerging threats to 
transportation security. Once estab-
lished, this task force will examine 
threats posed by evolving terrorist tac-
tics, explosive devices, chemical and 
biological agents, cyber actors, un-
manned aerial systems, and inadequate 
information sharing, among other se-
curity challenges. 

For each threat examined by the 
task force established in this legisla-
tion, the TSA is directed to develop a 
mitigation strategy to protect the 
traveling public and identify needed se-
curity enhancements. This bill ensures 
that each of these efforts will include 
close collaboration with transportation 
stakeholders on the development of se-
curity strategies, improved informa-
tion sharing practices, and regular 
interactions with senior TSA leader-
ship on security matters. 

Finally, this legislation requires the 
Government Accountability Office to 
conduct a review ensuring that the 
TSA effectively implements the bill’s 
requirements. 

Mr. Speaker, I thank the gentleman 
from Louisiana, CLAY HIGGINS, for his 
support of this bill and for working to 
bring it to the floor today. I urge all of 
my colleagues to support this legisla-
tion. 

Mr. HIGGINS of Louisiana. Mr. 
Speaker, I urge adoption of the bill, 
and I yield back the balance of my 
time. 

Ms. SLOTKIN. Mr. Speaker, securing 
our Nation’s transportation systems 
from successful attack requires the 
collaboration of all stakeholders re-
sponsible for transportation security. 

I thank the gentleman from Pennsyl-
vania (Mr. JOYCE) for bringing this leg-
islation forward, and I urge passage of 
H.R. 3318. 

Mr. Speaker, I yield back the balance 
of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from Michigan (Ms. 
SLOTKIN) that the House suspend the 
rules and pass the bill, H.R. 3318, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY OFFICE OF CIVIL RIGHTS 
AND CIVIL LIBERTIES AUTHOR-
IZATION ACT 

Ms. SLOTKIN. Mr. Speaker, I move 
to suspend the rules and pass the bill 
(H.R. 4713) to amend the Homeland Se-
curity Act of 2002 to make certain im-
provements in the Office for Civil 
Rights and Civil Liberties of the De-
partment of Homeland Security, and 
for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4713 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department 
of Homeland Security Office of Civil Rights 
and Civil Liberties Authorization Act’’. 
SEC. 2. OFFICER FOR CIVIL RIGHTS AND CIVIL 

LIBERTIES. 
(a) IN GENERAL.—Section 705 of the Home-

land Security Act of 2002 (6 U.S.C. 345) is 
amended— 

(1) in the section heading, by striking ‘‘ES-
TABLISHMENT OF’’; and 

(2) by striking subsections (a) and (b) and 
inserting the following new subsections: 

‘‘(a) IN GENERAL.—There is established 
within the Department an Office for Civil 
Rights and Civil Liberties. The head of such 
Office is the Officer for Civil Rights and Civil 
Liberties, who shall report directly to the 
Secretary. 

‘‘(b) RESPONSIBILITIES.—The Officer for 
Civil Rights and Civil Liberties shall carry 
out the following responsibilities: 

‘‘(1) Oversee compliance with constitu-
tional, statutory, regulatory, policy, and 
other requirements relating to the civil 
rights and civil liberties of individuals af-
fected by the programs and activities of the 
Department. 

‘‘(2) Integrate civil rights and civil lib-
erties protections into all programs and ac-
tivities of the Department. 

‘‘(3) Conduct civil rights and civil liberties 
impact assessments, as appropriate, includ-
ing prior to the implementation of new De-
partment regulations, initiatives, programs, 
or policies. 

‘‘(4) Conduct periodic reviews of policies, 
procedures, and activities of the Department 
relating to civil rights and civil liberties. 

‘‘(5) Provide policy advice, recommenda-
tions, and other technical assistance relating 
to civil rights and civil liberties to the Sec-
retary and to heads of components, direc-
torates, and offices and other personnel 
within the Department. 

‘‘(6) Review, assess, and investigate com-
plaints, including complaints filed by mem-
bers of the public, and information indi-
cating possible abuses of civil rights or civil 
liberties at the Department, unless the In-
spector General of the Department deter-
mines that any such complaint should be in-
vestigated by the Inspector General. 

‘‘(7) Initiate reviews, investigations, and 
assessments of the administration of the pro-
grams and activities by the Department re-
lating to civil rights and civil liberties, as 
the Officer determines necessary. 

‘‘(8) Coordinate with the Privacy Officer to 
ensure that— 

‘‘(A) programs, policies, and procedures in-
volving civil rights, civil liberties, and pri-
vacy considerations are addressed in an inte-
grated and comprehensive manner; and 

‘‘(B) Congress receives appropriate reports 
regarding such programs, policies, and proce-
dures. 

‘‘(9) Lead the equal employment oppor-
tunity programs of the Department, includ-
ing complaint management and adjudica-
tion, workforce diversity, and promotion of 
the merit system principles. 

‘‘(10) Make publicly available through ac-
cessible communications channels, including 
the website of the Department— 

‘‘(A) information on the responsibilities 
and functions of, and how to contact, the Of-
fice; and 

‘‘(B) summary of reports of investigations 
that result in final recommendations that 
are issued by the Officer upon completion of 
investigations carried out pursuant to para-
graph (6); and 

‘‘(C) summaries of impact assessments 
issued by the Officer and carried out pursu-
ant to paragraph (3) or (7). 

‘‘(11) Engage with individuals and commu-
nities whose civil rights and civil liberties 
may be affected by programs and activities 
of the Department, including by informing 
such individuals and communities about re-
port and redress processes and advising the 
Secretary and heads of components, direc-
torates, offices, and other personnel within 
the Department of concerns raised by such 
individuals and communities. 

‘‘(c) COORDINATION WITH INSPECTOR GEN-
ERAL.— 

‘‘(1) AUTHORITY TO INVESTIGATE POSSIBLE 
ABUSES.—The Officer for Civil Rights and 
Civil Liberties may investigate any matter 
referred to in paragraph (6) or (7) of sub-
section (b) after fulfilling the coordination 
requirements under paragraph (2) with re-
spect to such matter. 

‘‘(2) COORDINATION REQUIREMENTS.— 
‘‘(A) REFERRAL OF MATTERS TO INSPECTOR 

GENERAL.—Before initiating any investiga-
tion described under paragraph (1), the Offi-
cer for Civil Rights and Civil Liberties shall 
refer the matter and all related complaints 
to the Inspector General of the Department. 

‘‘(B) INSPECTOR GENERAL RESPONSIBIL-
ITIES.— 
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